HIPAA Security Standards – What is Required
Friday, April 2, 2004
Harrisburg – Hershey Marriott

Last April, most health care providers were required to comply with the HIPAA Privacy Rule. Recently, the HIPAA Transaction & Code Sets requirements came into effect. The next step for many providers is to begin to achieve compliance with the HIPAA Security Rule, which is required by April 2005. Compliance with HIPAA requires health care providers to complete a coordinated review of their policies, procedures, forms, contracts, internal safeguards, information systems, and a myriad of other items. This presentation will discuss HIPAA - where we have been, where we are now, and where we need to go in the near future. Examples of policies, forms, and solutions will be reviewed. Attendees will gain an in-depth knowledge of the HIPAA Security Rule—its impact and requirements.

The Privacy Rule—What Has Been the Impact Over the Last Year?

The Transaction & Code Sets—What Are Today’s Issues?

The Security Rule—Developing a Gameplan
- Covered Entities and Compliance Dates
- The Security Rule—General Requirements
- Electronic Protected Health Information
- Security Standards—What Is Required?
- Implementation Specifications—How to Comply with the Standards
- “Required” versus “Addressable”
- The Security Rule—Section by Section
- How to Get There—Forms, Policies, and Other Tools
- Security Rule Q&A

Jointly sponsored by the Pennsylvania Community Providers Association (PCPA) and the Pennsylvania Association of Rehabilitation Facilities (PARF).

PRESENTERS
Paul B. Stanalonis is the Executive Officer of Stanalonis & Associates, L.L.C., a financial health care consulting firm. From 1992 to 2001, Mr. Stanalonis worked for a national health care consulting firm, and during this time he worked very closely with several state health care associations. Mr. Stanalonis has worked for dozens of behavioral health care providers on issues such as compliance, audits, rate setting, cost reporting, operational assessments, billing, and various other engagements.

George Dukic is the Director of Information Technology for Chestnut Ridge Counseling Services—a mental health provider in Western Pennsylvania. Prior to his current position, Mr. Dukic served as the Director of Information Systems for Mon-Yough Community Services, Inc. He has developed an expertise in practice management systems (CMHC), network management and security, and HIPAA Privacy, Code Sets, and Security issues. Mr. Dukic currently serves as the HIPAA Security Officer for Chestnut Ridge Counseling Services.
RSVP

HIPAA Security Standards – What is Required

Friday, April 2, 2004

Harrisburg – Hershey Marriott

Name: ________________________________

Title: ________________________________

Agency: ______________________________

Address: ______________________________

City: ________________________________

State: _____    Zip: ____________________

Phone: ______________________________

Fax: ________________________________

Email: ______________________________

Payment Information

PCPA or PARF Member: $89

Nonmember: $169

Method of Payment:
Please Circle one

Check (made payable to PCPA)

Visa

Master Card

American Express

Card Number and Expiration date:

Signature

Overnight Rooms:

Available on March 31 at $99. For reservations please contact Pam Kance at the Harrisburg-Hershey Marriott at 717-558-4610.

Please return registration form by March 19 to Abbie at 717-657-3552 (fax), abbie@paproviders.org, or mail to PCPA • 2400 Park Drive • Harrisburg, PA • 17110

Cancellation Policy:

Cancellations will be accepted with a $30 fee prior to March 25. NO cancellations will be accepted after that time. Substitutions are welcome. “No show” registrants will be billed.